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1 SIS

1.1 SEIEAAE
ARFIWERZNRE ARP ML EI . AREIO AL SAode A5, Bkt
& R4 T

o« XAiE4%: REAF, TE& TCP/IP AR 4 ARP W iX3 5. B % ARP #9454k, L@
% ARP 894 pk.. ARP 98 NAL3Z, VAR ARP A BT £ 4715 K IUAN3 0 ko H FALARIE
7 A%, ARP Wi by 7 2 52 30,

o BRAS: RS R TRAES, £AMESE G ARP LRI £, KL B 7 &
T
1. ARP % /&R 69 R I,
2. IP B a9k N b /b 32,

1.2 SCESERSR

Koy AR IR B K4 T -

o FRFHEAM AL I EFRRITHEN, FRELTIECIES HAEAm, 2M TCP/IP W
ARG TAE R, LA R ARP M 89 e AetE Bl BB, #4& MAC ik 5 IP Muhk iy 4%
BRI, T RN K &4 T8 1T ARP iF K 5ok 2 AT R B AR AT

o FIRAAEP: BHREHREEK, TR ARP A E I, BRSO IE: Bkdm T, Hi% ARP
i KAl ARSI, FIIR A KG9 %20 5 ff 7. K% ARP K, #EFF #& ARP # K,
FRECE ARIL & 69 MAC 3uht, & 32 ARP "f 2, EHKE|"m 5 6, RIF LK B AR IP 5 MAC
Rakagmat, F 3 ARP & &, T4 AALE, G4k IP-MAC Bht, 5% A2 &AL o

o FINZER)G: B4 ARP A RIS AE, FMBRIR I X, & 5T AR,
AREFIEKIEBRBRE, P EREER.,

1.3 LIS B RY

HEIAXRMEIFREF, ARPHINT 28 AT &ML IREREL, it A, BdBfik
M. RNILAE ARP 69 TAERIZ, A BT 48 MR & Z M agBz s, EARIBERS
Pag A, AR T R & LA e W 2% g A AR, AR ® T % ARP, A 35T iR A
Fol G ikde ARP #3pSF M %, B NLNZLG IR

WA AKREL, FREFADNFEZIARP ST, BIEARPFK Stz
fEMT . ARP 4 B R 09 F 3 F o X IR T 3t TCP/IP h AR A9 FL/F, dL3E 3R T IR RAL A
)AL MR R GG BE A o B ARP LAY SR AL, )G 852 5] £ B 4409 W 4L (4= TP, ICMP., TCP
F2 UDP) VAR E M 25404 TAEHA T 209 E Lo

2 RREERAE

ARP CHsiE A i) J& TCP/P WG FH TR 1P ik it 9 MAC iR B WM, 1P
TS TR RS Z 0B e (MAC Hitlk), 1 ARP S ST BIASHIE 4% E 1) 1Ptk 4% #n
JIRE N IR E BE RS JE MAC sk, M SEELIZ & RIAYIEE, ARP M A =454 IX ARP
TER, YT ARP MR, BHT ARP 2517, DAKRAFHEINHLH,

2.1 iR B IF LN

xnet_tiny & —/N42F 2 69 TCP/IP AR 5E I, K R 9 & RAMIZT, WIREE] L EARK A :
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W 24387 B, VAR E. ARP &, IP BEAICMP &, & ZZ @3 AAmE o #I17X E,
TS AT T RN,

M IRS) B 05 KA &R AFA B, 1% ) Npcap B R INKIEQL G R EFadE . &
DR OIEITTF ML E D | FRIMAC Xhk | K% AR Wi Al AR Mt % & @) L E#RAE
G0N ED MG, ik T REMEN £ F,

VAR E: AR MM a3 E i, KEARAKRN K3 (B8 MAC. & MAC.
W £ A, B ARBE DN R A FEFEHE O~ R A EEWBL (ARP R IP). i ESLAT
VAR P b6 2 A A K AL B e bl R Ak o

ARP £Z: 3L ARP 89S e, @45 ARP 209532, ARP K89 X%, ARP *A & &Y
N, BIETEENEE, ZERLE (P E) RUEMIMMBTIRS, 5 IP Hititish) MAC
Hohb, SFILT W& Z D 5458 Z 09 ok B 4t

IP Z: FILIP e KA R ak, L6 1P k393 KAt K| IP Ly ofeit . il s
K%,z Em EE (ICMP &) $#4E1P 238 0 09 F#IR &, B8 A ARP & 34T R bk fE 47,

ICMP Z: 52 3L ICMP #4iL#) Echo Request #= Echo Reply #4t, BT M % &8 kMiK, %
JE 432 Ping ik K H ik Ping 0 B2, il T 4 2 60813 Ak

FRITAA] . P BUR R R F RS G4 ALR], EHEF A 100ms AT K, RKIE A& A
IR R, I VOB T RN S B L RGBT MF, BT RDERE, E6#%
NERZ A

B EZ M HIER G LT

o« RiASkt2: BRRAE SICMP & —1IP & — ARP & — VUKWHE — W&IRF)E

o BN IZ: RMBIRFHE — VAKRE — ARP &/IP &2 > ICMP & — & A &

XA s BEEMHMIZTEFEHBD R E AR RN E LT R
M, & BT AR R A A M X, T B SR e H

2.2 ARP B9¥1341L

ARG BE M, 5 &8T IP HohbdE /T M2 BiB42, 12 IP dhb F A B8 H T
PErE 38 B . AK M F BT E T DUE ) MAC #uhk st /73845, B, REEXELEEE
¥ B AR IP bt AR AT MAC bk f8 R £ IR ML,

4o RIZIR A4 ARP 4 AP A BARIX A0 MAC kiR AT, €2 46 ARP iF K, #4171 %
LIANREH A A A IP Hehto ARP KR —NAKFES e, RED TR AHTHIK
%, RHEHH BIRIP HALGIEET 2HITHRE,

ARP #1486 R #) i AZ R IE & R I MRAT M 26 F A& X4 o ARP K& 2RI
%69 IP 3htFe MAC #ehk, M BARIX &8 iE ARP q 0 34 H 3 2 69 MAC #ik, XA
FARIZ L ARB BT ML E (P seik) Fostsh 2 (MAC 3ehb) Z 0% 2 B BH X R,

2.3 ARP HUBLEMIgIT

2.3.1 ARP RINEEH

ARP & 4 M) (xarp_entry_t ) & ARP 4% 4 F I 0B S HIB LM, R A T HREMER
kB A/ IP-MAC BRAT 69 £ 4 B #1. LM 2 L& xarp.h:17-24 P :
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typedef struct _xarp_entry_t {

uint8_t ip_addr[4]; // B#RIPitak

uint8 t mac_addr[6]; // SFELEHMACHHE
xarp_state_t state; /] FBTBCRR

uint32_t tmo; // #ABeFitikss (ZR)
uint32_t retry_count; // FIRETIXRE
xnet_packet_t *packet; /] FIFRATE KB ALIEE

} xarp_entry_t;

ZEEMR A RREMR T, @i state FRELERAW LA REZ LT

XARP_ENTRY_STATE_FREE: =R:RZE, £ZRAAMER, TURHEE SR

« XARP_ENTRY_STATE_RESOLVED: Z A7k, IP-MAC BRAT €5 2, *T VAIE % 1& F

« XARP_ENTRY_STATE_PENDING: ##424k %, € A& ARP F KB AN E @2, 4
FAFRRAT

« XARP_ENTRY_STATE STABLE: #=k%&, KyGFAEGBS (FhPAMER)

A S tmo B TR I ARP 4 G689 2 BT RIFTALH . T T LA S B, ABRTAT AL E

#7110 # ( XARP_STABLE_TMO_MS ), Fiib% 4z &t i, s THARKRS LB, iRt E

A 14 ( xaRP_TIMEOUT Ms ), BTk & ZAEHL4,

retry count F BT KR & TR H, W41 A 3 ( XARP_RETRY_COUNT ), % & X R H ALK AT,

% ARP KA A KMk, oA RO FHEF

packet 54T Fl T/ ARP AT A P4 GH R ENKBEL ., S P BF B REHIHE B AR

MAC ik fy K AFATEY, $3B @ MY AL A A4 T, F ARP AT T ) A 31 &
Fo XA BET HF/EHEFR, KT AFMEE X6 AT,

2.3.2 ARP 3R3CEEH
ARP 4R L 45 H) ( xarp_packet_t ) /Z 4%i% 5 RFC 826 A7/ € X, 1£ F #pragma pack(1) 1§4#4
BRFPAF, BEBERBENALF V. ZEHZTUA xarp.h:38-48 F:

typedef struct _xarp_packet_t {

uintle_t hw_type; /] BESLEL (1=LAKRA)
uintl6_t pro_type; // tHix3EE. (0x0800=IPVv4)
uint8 t hw_len; // BREIRE (657F)
uint8_t pro_len; // iRAbRE (4527)
uintle_t oper; // #TEF (1=3%3K, 2=va%L)
uint8 t send_mac[6]; [/ HIFEFMACHAE

uint8_t send_ip[4]; // SEZFIPitik

uint8 t target_mac[6]; // B#RMACitik (3FREF>90)
uint8_t target_ip[4]; // B#RIPir ik

} xarp_packet_t;

BEEMEE 28 FT, 027 ARP MR EMEWIT A & AR B fath il £ A F B
PRT ARP WAy S, T VA X H R ) 9 4 98 R A 1 25 R P RAEAD FBLX 5 T ARP iR
Kfavh 2 AT R L LA

RZETABARTEOMAC SIP AL F R FI T N a912 & H L ARPIH R, KiEFHHE
A T8 MACA=IP #uht, B AR MAC bt F 5 H K, B ARIP #uht3A B A5 A7 89 IP M bk ; /£ ARP
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R, BARE AW B T80 MAC Xohb3A N\ B AR MAC 8, FH5EEAiXE Ak m £A,

2.4 TE1#R ARP B4R
Z B4k ARP (Gratuitous ARP), X AR A“E 5 ARP”&" A /& ARP”, A — #1457k 49 ARP %1k,
Eﬂﬁﬁmwﬁiﬁﬁ,i@ﬁA@%ﬁmﬁT@ﬁaﬁuéwnmc%ﬁ &R &

I AN M RET 1% ARP &, 8% AT 24 W& a9 IP-MAC B4t X & . &0 IP Xhtoy
rE,

T B3R ARP 25 & 5 4% 8 F69 1P ¥hbfe MAC 3eht, R A 2 X 69 ARP i K fovly 2
I, AT RHMABIME P LI IEETHELARPEAEATWE L, IAFAT, X%
HARPHFEEZER ., CREG) #H69, BFTHAB T TFRILAEL:

o PAHTLLF A ARP & : HiX &0 MAC Muhk 3 IP ¥ bt B £ T Fh0, T VA £ 3) K% L =R
ARP, MARilsr M4 b L1k & 24 H ARP 4 4
-mﬁxﬁﬂ.uéﬁfwﬁ’@&k&ﬁ@ﬁmw%ﬁﬁm@ﬁﬁ%u%$m7ﬁﬂ%
IPHoht, 4o B 5 —GXEER TAR IP ik, ©4&E ik ARP J %, A AL E
A B IP R,
-ﬁ&%% e T M AL B AL I L XL, &5 &EF 2 KELTIR ARP k&
B P PO T B IP-MAC B4t 2K %, BA ML O T ARG RERKIE,

2.5 ARP BYSI N\ 12

ARP (GEXEFEAT L) 695 AN AL 45 69 2 X & £ 3L ) ARP 3 K ek 2 B, {7 %1% ARP
RSB ITHEM AR, FHIER R HILE09 ARP £ 4, RE—F KRL B MLITH . ARP
AN LA 5 R BATIR L, 24 ARP £ 4, FARBIR L EA K BRE 93%1%,

HXISH AT

o HIX ARP R L : X &A@ MAE KD ARP L, LitA) HLEREHN X, Xk
ARP 4R 7T AR ARP iF K. ARP *q 2, R# 2 L=k ARP,
o fEAT ARP 4R X : & &3 ARP 4R L #HATAEAT, BRI P e X812 4,
c BB UA MM X5 E ARP IR LA L, QIEATRHELAART AUKRRM, hiX
KA R LA IPva, BRAEB AL AN S FNIF LR AL . 4o IR LA ARP WAL, X
&£ %R Lo
« P ARP L 4. HRIE ARPIR L FPHE L, K& R ACKHARPE 4., R&EETF A
R P RiE T IP Hehtde R i% 7 MAC HhbBegHie F T &, WMEW kT ik ey IP 3]
MAC Huhk 47,
o ERAFAHFITAE: AR LA ARP LA TR LT T K:
» e AN R ARPIF K, REE2ATAIPRAEAGTEA S IP ot BA, 4o
REfe, WEERE—A ARPRFH, E4ifKikE& A T MAC sbik,
» 4o RIEALB R ARP v 5, & AMRIE R O P 6915 8, I RAMmE] ARP 4 F %,
HIF L& — T 09RR,
» e B E) 89 & L E IR ARP, % &4 B4R P 49 IP-MAC BRSHT K T &, A 2 #7 & ARP
% %o

2.6 ARP BUEBETEFTIE RN H

ARP (GEhEFEAT ) 69 AR BT & 7 i K AUF] 45 09— 1L & 78 2 X AEAT /S IP 3k 2] MAC #
BB, B KR AR BT R MBI &, AORIAIE K ARP K69 Rk sk AP ALA] B AR
JE M 25 9% & 2845 P AR 45 RO IR IR B AR X & 09 MAC Huht, F4E4F ARP 4% B 09 /E# 1.
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ARP 4 B G 1569 2 TP sk 5 MAC bk WAy pk g4t £ 2, Az 42 d, R &EF 4
%514 ARP 4 4 VA 3% B AR5 &89 MAC 3eht, R4 AP A A% P AL E, &4
A A% G 69 MAC 3t #4738 13 R XA KB MR IT R, E&4 A E ARP iF K,
J" #5735 K B AR IP e hbat & 49 MAC #uit,

o Bk & A KE ARP HRKE, AR AN M AIKE ARP A B, T
2~iNAiZ ARP K & K. T, A& LS ETHKXFE ARP #F £, # % &
#HAT— R TR, AAIKRE B R BB AR A 9 MAC 3 it

2.7 RERAMER
ARG FAAL T B E) T ARG HRAE L, & BAF WL F 8K A R E A ok

REQLEEHNEHB:

AR R % b K%, KEfisl 3k A S 404 K (tx_packet #2 rx_packet )o iX
AR ITEE R T NS N A BAGITH, 1B R T AR 6 E IRAY B M. 4552 & ARP AT
&ﬁ# KAEOF BAMEARFHF ARP "0 i, L RHREB LT EMBEERER. Bk
75 %28 1d packet 184 /E ARP £ 3| A HKIES, B ARP AT T )G A 3 K%,

FH A

BARBCR A RBFHF (REFHF), f x86 F2HMME 135 F 5 F o ARP 4R F 69 16 1=
?‘f&(ﬁﬂﬁiﬁ‘%ﬁ;\ W R A RAEAD) F AT F N T A2 swap_orderl6
R, EREZEFBEA ATV FEER, HAREFE AN

PEGOY IRL &

ARP % 69 IRE T IRAMNE NGBS, F & EH4AIE FREE. PENDING. RESOLVED =
AIREZ A 43, 45 7] 2 £ K PENDING K & 4 3 %) RESOLVED K& B, 24k HA
WHIEORBEHRRE, RIBELEERAE, MrHFERIFmTRESERTE A
update_entry 3 P % — R IR S H B F B O K%,

AR ALH F A

MR E AR R AR, @B HLE R IAB AN, R xarp_poll o
B, BAR AT A R 100ms, FiH R E 0 R VATHRINAAR, AR TBET 2R
BIROYE M, BB K IR LM AR R, kT EREEZ BT A 100ms
B F —K xnet_poll , #HFRAZITHLH EF TAE,

PR R L

ARP & . IP ZEA42 ICMP EZ 1Al & % E e X E, 47 & 1P & % %18 | ARP & 347 He bk iR AT,
" ARP B & £l i3 AK M E K E R X AP E ) LI E B AW asdE o 2 LA B 56918 A
IR o BRI B XA FHFHE O, 4o xarp_resolve « xip_out . ethernet_out_to %,
BRAR & B 2 18] B9 F A A 1) A

LR 2

MM ELT R REGRIEO L ARSI, HIXEER K, ﬁ%/}tﬁ%‘f&@i)ﬂ
Wireshark I\ &, T2, 2& 542 540 ik 69 83K A3 &, B 5 I0IE & MR GG T ik, i@ iE WA ARP
T K Aevl 7 69 X BAEAZ, T LAMRIR &A% BT A2,

WA AERXEERKAESE, TR T HAGFEIL, LR TR %L
Fe R, IRZENTEEFI LA RNAEMNEAERZNAFT NI,

g;
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3 SCREIfIR
3.1 LiEig &5

AR A5 SR A

4 32 A B% 28 ThinkPad T14

Wireshark Wireshark 4.6.3

CMake CMake 4.2.1

3.1.1 S4TSR
AR B AT KA QAT TRA

« #1F%: Linux 6.18.6-2-cachyos, #4EA4E 697 K A=iB T30 3%

« HiFEX: GCC, X H C99 7k, ATHIFHIANRD

« #Z T HE: CMake4.2.1, 35-FE MR K, HALHFTAL

« M%JE: Npcap, Windows & 8938 @ R Fr K E B, RABKE F 253 0 15 B fig

« W& T H: Wireshark 4.6.3, M& WX TE, A THEASH R LKIER, BIEHX
Gy E AP

e XRGHER: IHEESRORGRHEE, ATHEFHXNKDG

FRABBEE R ¥, R F XK GCC. CMake #= Npcap B T 7 45 7 X - Npcap

R T KM libpcap 89 3 0, & F K 5 T YL £ Windows A2 Linux -F & £ & 44

4 LT

4.1 IFIEECE

4.1.1 MBEE

#£ port_pcap.c = xnet_tiny.c FECE T AHLAYIP ik, £ AE I, KALay IP bhb4% Fe B
7 192.168.43.70 , M X3htH 192.168.43.1 . HARMLE (AL Ping A3 ) 49 IP #ohbfE app.c
%2 L H 192.168.43.146 o

// xnet_tiny.c
const uint8 t my_ip_addr[] = {192, 168, 43, 70};

// app.c
const uint8_t target_ip[] = {192, 168, 43, 146};

1% ] Npcap £ A )&k ZE 69N A= K L3R F) . 4 port_pcap.c FATIF 452 69 W Fi% %:

pcap = pcap_device open(ip_str, driver_mac, 1);

10
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Internet BNSARA 4 (TCP/IPvA) i X Fm“ SR
=0 T | 5 poiemee
Lol @ i =i
MBS, NALSERSIER 1P 88, B0, REEAR Internet A 4 (TCP/IPv4) FEtE x

ERGEERAGSES 1P 2E. -

AIRFETIFIINGE, NALEREERIEIR P 88, BN, (FEEMNRE

"> Wbl

O SEE P #35H(0)
@ EFETE 1P #54H(S):

O BaERIE P HIHEO)
1P 3EHE(1): 192 . 168 .254 . 1 @ (EATER IP HBHE(S):
s v s
FRBEL): 255 .255.255. 0 L AL
% : 192 . 168 .254 . 3
BAFEE(O): [192.168.25¢. 3 | I
SR8 DNS BESSiEhH8) BFFS DNS IS EEIRINE)
{EFETER DNS FRESRRIHAH(E):
@ @A FES) DNS RESEIHE): ® ©
e ons ——
— ——
OBt ERED) =50,
[Wpi-hatae-angs—((N] =
== (== | =

EliE Windows fEXE5

Figure 1: £ 3 M 48 & 7 & B

4.2 WiF5IBIT
AL I{E ] CMake E AME R %, L H5 TS %iF. £ start/xnet_tiny B X FHITAT &
AT Y%

mkdir build
cd build
cmake ..
make

Y% R o A BT HAT A xnet_tiny , 84T %425 BP 7T & 3 LAk -
./xnet_tiny

AL B A G w B B R %30, R R ARP 8%, 3t N 4830 B b AL 22 ) 25 4
F 8o EEIRE 100ms TAT — K1), QFLKMNBRIES ., L ARP R o EFFE5

FEBATHALY, AL P24 eI E &, QEHINEIMAIEE XA ARP R R H I,
REETHEFMHF, RTFAE T HBPIRGETRS.

11
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D:\ENG4\C++\start\xnet_tiny\buildfcmake -G"MinGW Makefiles" .. |
CMake Deprecation Warning at CMakelLists.txt:1 (cmake_minimum_required):
Compatibility with CMake < 3.10 will be removed from a future jersion of

Chiake. g Makefile
Update the VERSION argument <min> value. Or, use the <min>...<max> syntax

to tell CMake that the project requires at least <min> but has been updated
to work with policies introduced by <max> or earlier.

-- Configuring done (©.2s)
-- Generating done (©.8s)
-- Build files have been written to: D:/ENG4/C++/start/xnet_tiny/build

D: \ENG4\C++\start\xnet_tiny\builE >make o E

[ 44%] Built target xnet_app

[ 66%] Built target xnet_tiny

[1ee%] Built target xnet

D:\ENG4\C++\start\xnet_tiny\buil[>)<net.exe o Y

xnet running

Figure 2: CMake %71% 53z {742

4.3 SEIP ARP X

4.3.1 X EIBLE N
F£ xarp.h F & XL T ARP & A= ARP Ik L a9 4B 4547,

ARP % (xarp_entry t ): €4 IP #uht, MAC it K., A RA T X 8, AR
FHEBATO R IR L A54T .

typedef struct _xarp_entry_t {
uint8 t ip_addr[4];
uint8 t mac_addr[XNET_MAC_ADDR_SIZE];
xarp_state_t state;

uint32_t tmo; // 3ERZ BEYAZRT T EEE
uint32_t retry_count; // 3R BT REIXRIK
xnet_packet_t *packet; /] FIFERTHKIEC

} xarp_entry_t;

ZEEMRR AR EMIR AR X, HF/4 ARP A B id state FTREF L L HH, KREH
X RAa T

1. FREE — PENDING: %% 24169 IP dibiy, AR RAKREHBIERLIKE, B
%5 A AR B B 18] Ao F 1R 0K B

2. PENDING — RESOLVED: JX%| ARP " i1 &, ARSI A TS, A
MAC bt F fik & AT 03 60,69 L%

3. PENDING — FREE: EiXKBAERNAMEvhm, BHERFEFELOUES

4. RESOLVED — FREE: % GA0 G, ZAMBER (FhF AL BiLE R RRTH)

12
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ARP iR L ( xarp_packet_t ): #% & RFC 47/ & L4 ARP €L4& X, 1% Al #pragma pack(1) &
PEF 5 5

typedef struct _xarp_packet_t {

uintlée_t hw_type; /] FREEE

uintl6_t pro_type; [/ IR IEE

uint8_t hw_len; // R

uint8 t pro_len; // kbR
uintl6_t oper; // #TED

uint8_t send_mac[XNET_MAC_ADDR_SIZE]; [/ #2FMAC
uint8 t send_ip[4]; // KEFIP

uint8_t target_mac[XNET_MAC_ADDR_SIZE]; // #EeaRFMAC
uint8_t target_ip[4]; // #EAKFIP

} xarp_packet_t;

ARPH XL £ KW %4 “P # oW R A XK F A, K& F & A
swap_orderls & it 1T F _‘T’JP F % #% ., # /~ ARPHR L # K &£ A K B M
‘#’,Mtﬂd’ﬁ‘iéﬁ% ! F B X E N exesee k& = L & W L A ARP.

4.3.2 ARP R¥41L
ARP % 89 45 L /& xarp_init HF P T k. Z B IF ARP R P AT A KK ESXAH
XARP_ENTRY_STATE_FREE , A AMARA—AKAGG#E LB, VA% AHLIP 69 REMT 5 K.

void xarp_init(void) {
for (int 1 = @; i < XARP_CACHE_SIZE; i++) {
arp_table[i].state = XARP_ENTRY_STATE_FREE;
arp_table[i].packet = (xnet_packet_t *)o;
arp_table[i].tmo = ©;
arp_table[i].retry_count = 0;
}

/] HBEHRIM—IRAKE

xarp_entry_t *entry = find_entry(my_ip_addr, 1);

if (entry) {
memcpy(entry->ip_addr, my_ip_addr, 4);
memcpy (entry->mac_addr, get netif mac(), XNET_MAC_ADDR_SIZE);
entry->state = XARP_ENTRY_STATE_RESOLVED;

entry->tmo = 0; // AARiLHA

MBI EHBE B EANARP &, WAL BZTEATIAKRSES, A=A FE. REAR
find_entry F4H AMUIP Houht €] 3 — K AL H, 1?‘5‘ B oA BT E L E R 0, ZFHKA
FH . AT R T ANUE R E SR IEE 34T ARP AT, RS T B RE,

433 ARP RERSEMRE
T RHE X (find entry ): ZLHFF A xarp.c:43-56 , X IHFHAEHAE K

static xarp_entry_t *find_entry(const uint8 t *ip_addr, int force) {
xarp_entry_t *entry = (xarp_entry_t *)0;

13
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for (int i = @; i < XARP_CACHE_SIZE; i++) {
if (arp_table[i].state == XARP_ENTRY_STATE_FREE) {
if (force) {
entry = arp_table + ij;
break;

}

} else if (memcmp(arp_table[i].ip_addr, ip_addr, 4) == 0) {
entry = arp_table + ij;
break;

}

return entry;

L force A 0N, HRISTHAER, #B) ARP R FRELZ P A TR &
%B. H force BHA 1K, HRIUTHRER, RALDC RO FE, 4R RKH N
BEF-AZTRFERATHFBDGE, IMNRAFAT ERFpBRGK—IED, HLT
LRI R A

®#H &k (update_entry ): Z B HFEIA xarp.c:58-84, N 7% X HRAIE ARP £ :

static void update entry(const uint8 t *ip_addr, const uint8 t *mac_addr, int
force) {
xarp_entry_t *entry = find_entry(ip_addr, force);
if (entry) {
memcpy(entry->ip_addr, ip_addr, 4);
memcpy (entry->mac_addr, mac_addr, XNET_MAC_ADDR_SIZE);
if (entry->state != XARP_ENTRY_STATE_RESOLVED) {
entry->state = XARP_ENTRY_STATE_RESOLVED;
entry->tmo = XARP_STABLE_TMO_MS;

}

entry->retry_count = 0;

if (entry->packet) {
ethernet_out_to(XNET_PROTOCOL_IP, mac_addr, entry->packet);
entry->packet = (xnet_packet_t *)o;

ZR A RAR find_entry TR RSB EAM, KRB ZH IPF= MAC #htf3 & = R
ERAZAMAETHLERES, FALEBRAHACHAREFRELNTE, REZHR, o
FIZEANAFROFIES, HI A BT ethernet_out_to FHIEE R FE B L, KT
ARP AT R ARG 89 B SN ABEE Ko EAT IR AR T BT 2 H N ARP BATER £ K.
4.3.4 ARP HHLREARIRAR

xarp_resolve 3 A& ARP 89 4% S 1, 504 IP 3k fEAT A MAC ik, %58 5%
£ xarp.c:119-141 P, KA T IFMLE X9t 24

const uint8_t *xarp_resolve(xnet_packet_t *packet, const uint8_t *ip_addr) {
xarp_entry_t *entry = find_entry(ip_addr, 0);
if (entry) {

14
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if (entry->state == XARP_ENTRY_STATE_RESOLVED) {
return entry->mac_addr;
} else if (entry->state == XARP_ENTRY_STATE_PENDING) {
if (entry->packet) {
xnet_free_packet(entry->packet);

}
entry->packet = packet;
return (const uint8 t *)o;

}
} else {

entry = find_entry(ip_addr, 1);

if (entry) {
entry->state = XARP_ENTRY_STATE_PENDING;
memcpy(entry->ip_addr, ip_addr, 4);
entry->packet = packet;
entry->tmo = XARP_TIMEOUT_MS;
entry->retry_count = XARP_RETRY_COUNT;

send_arp_request(ip_addr);
} else {
xnet free packet(packet);

}
}

return (const uint8 t *)eo;

%k A R I IRAL O, A VAT JUAT I L

1. UREATRE: w2 ARP AV A £ BARIP it 69 MM & B, A4 BT 569 MAC #
B, ARG T VLS B K%

2. BRKES: wE AMAIPRAGFBR THELRKS, AL RHET ARP #FRK12d Rk
v, WA RE LA Qe RTA ERLEON ABEH), EE NULL AT F
255

3. X BAE: WEARPEAFPRAABMRIPHAMNLE, NEAZE - ANHHELLE, @
st AR Rt ), EaRokdk, K% ARP F K. FKIEOMEAR S H ARP BT AR

4. ARP & i#h: %2R ARP R Ui LA A58, WBERHIEEFIEE NULL, & it
FEAT K K

EAPIZIT AL T AEFE X XA AT, IP AR % B H 5 L E 5445 ARP AT Tk, T vAZE

A AL S, B ARP " 2 2| A BF, update_entry HE A AN R EFALGHIES, FI

T F A EhE

4.3.5 ARP IR K%
send_arp_request B3l T K% ARP #F KIR L. CME—AT 48, 9P IP 49 MAC
Hht,

void send_arp_request(const uint8_ t *ip_addr) {
xnet_packet_t *tx_packet = xnet_alloc_for_send(sizeof(xarp_packet_t));
if (tx_packet) {
xarp_packet_t *arp_request = (xarp_packet_t *)tx_packet->data;

15
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arp_request->hw_type = swap_orderl6(XARP_HW_ETHER);
arp_request->pro_type = swap_orderl6(XARP_PROTOCOL_IP);
arp_request->hw_len = XNET_MAC_ADDR_SIZE;
arp_request->pro_len = 4;

arp_request->oper = swap_orderl6(XARP_OPER_REQUEST);

memcpy (arp_request->send_mac, get netif mac(), XNET_MAC_ADDR_SIZE);
memcpy (arp_request->send_ip, my_ip_addr, 4);
memset(arp_request->target_mac, ©, XNET_MAC_ADDR_SIZE);

memcpy (arp_request->target_ip, ip_addr, 4);

ethernet out to(XNET_PROTOCOL_ARP, net_broadcast_addr, tx_ packet);

MR ATIEN T )G, A xarp_send_gratuitous() K% %% ARP, @& AMLIP Huit,

void xarp_send_gratuitous(void) {
printf("send gratuitous arp\n");
send_arp_request(my_ip_addr);

/| *VirtualBox Host-Only Network
MR SHEEE) BV PG RO Hi@) %S =BEY) W TEO @)
aAdllico nRER QRes2=F o E = L

3

Source Destination Protocol  Length Info
- 4 4.9.90 VDN 8 andard| query oxoodo PIR _ezcVs.pro p , "QM" guestion

Broadcast 42 ARP Announcement for 192.168.254.2

Broadcast 42 ARP Annouincement for 192.168.254.2

S03w Rk , "QM" question
.136260 192.168.254.1 224.0.0.251 81 Standard|query @x@e@@ PTR _ezcvs_pro._tcp.local, i
.141876 192.168.254.1 224.0.0.251 81 Standard|query @x@e@@ PTR _ezcvs_pro._tcp.local,
.141884 192.168.254.1 224.0.0.251 81 Standard|query ©x0000 PTR _ezcvs_pro._tcp.local, "QM" question

]

» Frame 2: 42 bytes on wire (336 bits), 42 bytes kaptured (336 bits) on interface \= oooe Ff ff ff ff ff £f 11 22 44 55 66 08 06 00 01
» Ethernet II, Src: 11:22:33:44:55:66 (11:22:33:44:55:66), Dst: Broadcast (ff:ff:ff 08 00 06 04 00 01 11 22 44 55 66 c@ a8 fe 02
~ Address Resolution Protocol (ARP Announcement) 00 00 60 00 00 00 co a8
Hardware type: Ethernet (1)
Protocol type: IPv4 (8x@800)
Hardware size: 6
Protocol size: 4
- Oncada: ranuast (1)
® B CEthemet (eth), 14 byte(s) S 7 - BEZE: 0(0.0%) #E: Default

D:\ENG4\C++\start\xnet_tiny\build>xnet.exe
xnet running 2

Figure 3: /& 3 B 49 %% ARP % K

4.3.6 ARP i\ IB
ARP R TG HNC A A xarp_in BT . Z B A RETR LGS FN, REARNRES
89 MAC #= IP 13 & . #7 A3 ARP & (5 A4,

do R RS AP ARP FK, W A& K% ARP A H 8,

void xarp_in(xnet_packet_t *packet) {
/] ... (EEEEEI RIS ATD)

// ZFE#HARP#HE (I3 HKZEFEHMAC)
update_entry(arp_packet->send_ip, arp_packet->send_mac, 1);

16
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if (memcmp(arp_packet->target_ip, my_ip_addr, 4) != 0) {
return;

}

// %S ZARPIHR, ZIZARPvaEL
if (swap_orderil6(arp_packet->oper) == XARP_OPER_REQUEST) {
xnet_packet_t *tx_packet = xnet_alloc_for_send(sizeof(xarp_packet_t));
if (tx_packet) {
xarp_packet_t *reply packet = (xarp_packet_t *)tx_packet->data;
[/ ... (AEEFLICAEBTIEID)
reply_packet->oper = swap_orderl6(XARP_OPER_REPLY);

memcpy (reply packet->send_mac, get netif mac(), XNET_MAC_ADDR_SIZE);
memcpy (reply packet->send_ip, my_ip_addr, 4);
memcpy (reply_packet->target_mac, arp_packet->send_mac,

XNET_MAC_ADDR_SIZE);

memcpy (reply packet->target_ip, arp_packet->send_ip, 4);

ethernet out to(XNET_PROTOCOL_ARP, ether_hdr->src, tx_packet);

ARP #y N FLRAZ Q2 VAT JUAS R4 5 3R .

1.

RS ERALT: BIEAKRAMKEMRARPIR I KE R T HL R DELK, HAEIRELK
ﬁiéif%'[:am,&i

M F B AERARARE AR (1), MXERZ T H IPva (0x0800)., He

WK EAEEH, LIRS F AL IR T

L IME D TR KA e AT, ﬂﬁmtmuemwyﬂﬁﬁiﬁﬁ%mwmc%%ﬁ

T B A ARP & o X AP AR F) 5 3] ALHIAE AT X R A A58 i MR M 25 P 69 ARP 3813 A #)
BEaB Gk, REITHAKFR

B ARHe bt ICBL: #23F ARP IR LA BARIP deht 2 F 5 AU IP M hb T AL, Hw 3E I IT ALY
HEEH

. iE KR A Rk 3T ARP F KR L, %Emw%fﬁi J A MAC M a3 N B

A MAC F 8, BAFARLE Rhemp £A (2), AT EHHTXRERDFKT

EAPIR I RILT £ ARP VI BULERAL, BRAL 4570 2 HALIX & 09 ARP i K, A fe4pilit
& S bl B B XA AR Ak

17
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/£ *VirtualBox Host-Only Network
D) FEE) AEV) HEG) RO 5@ FHE) BIEY)
ADACG R EARE QRex>EF IE E

N ap

No. i Source Destination Protocol  Length Info
4265 555.907762 Qa: :@3 Broadcast has 192.168.254.3? Tell 192.168.254.1
4266 555.907768 0a:00:27:00:00:03 Broadcast has 192.168.254.3? Tell 192.168.254.1 \ ~ o S "
4267 555.907825  PCSSystemtec_2a:b.. 8a:@0:27:00:00:03 ARP 42 192.168.254.3 is at 08:00:27:2a:be:24 }Tﬁ?Ujﬁ)’LEHjARPlg ;}Z?EE
4370 561.123586 0a:00:27:00:00:03 PCSSystemtec_2a:b.. ARP 42 Who has 192.168.254.3? Tell 192.168.254.1
4371 561.123596 0a:00:27:00:00:03 PCSSystemtec_2a:b.. ARP has 192.168.254.3? Tell 192.168.254.1
4372 561.123684 PCSSystemtec_2a:b.. 0a:00:27:00:00:03 ARP B o6 = a8
4489 565.296637 PCSSystemtec_2a:b.. Broadcast ARP 42 Who has 192.168.254.2?
4490 565.296661 11:22:33:44:55:66 Broadcast ARP .168.254.

Tell 192.168.254.3
122:33:44:

4491 565.296669  11:22:33:44:55:66 Broadcast ARP 228206 a6
4513 566.123439  0a:00:27:00:00:03 PCSSystemtec_2a:b.. ARP 42 Who has 192.168.254.3? Tell 192.168.254.1 :
4514 566.123449  0a:00:27:00:00:03 PCSSystemtec_2a:b.. ARP 42 Who has 192.168.254.3? Tell 192.168.254.1

3 100:27:00:00: i RS RaoR =] = v
4515 566.123565  PCSSystemtec_2a:b.. 0a:00:27:00:00:03 ARP 42 192.168.254.3 is at 08:00:27:2a:be:24 %I ¥E$ARPH[&] \_\HEI
4609 569.687595  11:22:33:44:55:66 Broadcast ARP 42 Who has 192.168.254.3? Tell 192.168.254.2

4610 569.687613 11:22:33:44:55:66 Broadcast has 192.168.254.3? Tell 192.168.254.2

<
» Frame 4489: 42 bytes on wire (336 bits), 42 bytes captured (336 bits) on interfacs eeee ff ff ff ff ff ff 08 @@ 27 2a be 24 @8 06 00 o1
» Ethernet II, Src: PCSSystemtec_2a:be:24 (©8:00:27:2a:be:24), Dst: Broadcast (ff:f 08 00 06 04 00 01 @8 @ 27 2a be 24 co a8 fe 03
~ Address Resolution Protocol (request) 00 00 00 00 00 00 co a8 fe 02

Hardware type: Ethernet (1)

Protocol type: IPv4 (©x0800)

Hardware size: 6

Protocol size: 4

Oncnda: raauast (1)
]

® B wireshark VirtualBox Host-Only NetworkRN6LZ2.pcapng 8: 4787 - Displayed: 92 (1.9%) - BE#: 0 (0.0%) &H: Default

o A
1eamed{@nac addr:
08:00:27:2A:BE: 24:C0:A8
] _— . R BUREE KRR
----ARP Table---- 0 Windows P el
IP: 192.168.254.3 EEE%Iﬁ e
MAC: ©8:00:27:2A:BE:24 N . =0 oA ©
ST T § ers\tncty ping 192. 254. 2 2
IP: 192.168.254.3 o
MAC: 08:00:27:2A:8E:24 : @ E g 192 : ! 0
+ RESOLVIN c : . E'J' ]

EF F I REUTIMACHEIE

Tearnedg Eﬁnac addr:

4.3.7 ARP BN EE S5
xarp_poll & &A% B I AR (& 100ms), HATXIE ARP & H 92T 1%,

Sh‘%étﬁ“ XARP_ENTRY_STATE_PENDING XS89 5% B, 4o F 4805 (14), W EH#F K% ARP iF K,
FR Y ERARH . BERRERA 00, FFZFBFFERENHIES,

void xarp_poll(void) {
for (int i = @; i < XARP_CACHE_SIZE; i++) {
xarp_entry_t *entry = &arp_table[i];
if (entry->state == XARP_ENTRY_STATE_FREE) continue;

if (xnet_check_tmo(&entry->tmo)) {
if (entry->state == XARP_ENTRY_STATE_PENDING) {
if (entry->retry_count-- > 0) {
entry->tmo = XARP_TIMEOUT_MS; // =& #8edud sl
printf("arp req re-send: ip: ...\n");
send_arp_request(entry->ip_addr);
} else {
/] EIXRIERR, FFH
if (entry->packet) {
xnet_free_packet(entry->packet);
entry->packet = (xnet_packet_t *)o;
}
entry->state = XARP_ENTRY_STATE_FREE;

18



G EMRLL) F

ARP A2 B & A HLF] 69 8 2 TR E A 2 0 B a9 BLAE o 1% R A B IR P 40 2R A
(app.c:25), HXRIPARALRNEAN ARP &, BT HEANK ORI IRE,

AZ B A )38 i xnet_check_tmo FHEK F A, %L FE KA A A FAZ R TS AR 100ms
( XNET_POLL_CYCLE MS ), ¥ H# BWMEORATHRBEEL, & TN A, ALt 8E L
TERAZRAZRSE, BT RBELLE, E5HRANARIKE,

A FHRHALARENFE, EAMH G TERELT:

1L AR AR A : BB THREINN, SANTHLEZH

2. TRAHKEE: B retry cont FHAEKRTO0, R XT 0 NKfTES

3. TAEWAT: 'ﬂ)ﬂ send_arp_request Z #f &% ARP i# K, ¥ EZ X kR 1, FZEAN
HHEA 1A

4. R ALE é‘éﬁi&ifi%%ﬁ%@?ﬁ‘, BRERGEESL mRA), WEARSEENZA,
FATEP IR &

X AP 4G HGREE XA FAFAUH R T A ) 28 R AR A9 DU T AN AE R ML AL AT, B BB R T
AREFERGPEME, FRFREGRKERAKNA 3 A, BHEEA 1, BLF
FEEF R Ay 4 Ay, A —A BRI T 8855 &K

/| *VirtualBox Host-Only Network

MHE) FEE BBV BMEG RO SHEA) %S BEY RBEW TEOD BEHH)
AODOAG FRRRE Re>EFIEE AaQaamEB

N arp

Source Destination Protocol  Length Info

5 328.401753 || 11:22:33:44:55:66 Broadcast 42 Who has 192.168.254.3? Tell 192.168.254.2
&7 328.401762 || 11:22:33:44:55:66 Broadcast 42 Who has 192.168.254.3? Tell 192.168.254.2
8 328.401862 || PCSSystemtec_2a:b.. 11:22:33:44:55:66 42 192.168.254.3 is at 08:00:27:2a:be:24
5 338.402659 || 11:22:33:44:55:66 Broadcast 42 Who has 192.168.254.3? Tell 192.168.254.2
4 338.402670 || 11:22:33:44:55:66 Broadcast 42 Who has 192.168.254.3? Tell 192.168.254.2
5 338.402800 || PCSSystemtec_2a:b.. 11:22:33:44:55:66 42 192.168.254.3 is at 08:00:27:2a:be:24
5 348.402069 || 11:22:33:44:55:66 Broadcast 42 Who has 192.168.254.3? Tell 192.168.254.2
$1 348.402079 || 11:22:33:44:55:66 Broadcast 42 Who has 192.168.254.3? Tell 192.168.254.2
€5 348.402251 PCSSystemtec_2a:b.. 11:22:33:44:55:66 42 192.168.254.3 is at 08:00:27:2a:be:24
@3 358.401997 11:22:33:44:55:66 Broadcast 42 Who has 192.168.254.3? Tell 192.168.254.2
€2 358.402008 11:22:33:44:55:66 Broadcast 42 Who has 192.168.254.3? Tell 192.168.254.2
9 358.402099 PCSSystemtec_2a:b.. 11:22:33:44:55:66 42 192.168.254.3 is at 08:00:27:2a:be:24
5 368.401797 11:22:33:44:55:66 Broadcast 42 Who has 192.168.254.3? Tell 192.168.254.2
5 368.401807 $22:33: : Broadcast 42 Who has 192.168.254.3? Tell 192.168.254.2

68 4019 b . A 55.33.44.55.66  ARD 42 192 168 254 At 0R:00:27:23:ha:24

» Frame 10: 42 bytes on wire (336 bits), 42 bytes captured (336 bits) on interface = 0000 Ff ff £f ff £f £f 11 22 33 44 55 66 08 06 00 01
» Ethernet II, Src: 11:22:33:44:55:66 (11:22:33:44:55:66), Dst: Broadcast (ff:ff:ff 08 00 06 04 00 01 11 22 33 44 55 66 cO a8 fe 02
~ Address Resolution Protocol (request) 90 00 00 00 00 00 O a8 fe 03

Protocol ty,
Hardware si:
Protocol si:

Oneada-
<

® B wireshark VirtualBox Host-Only NetworkJ551Z2.pcapng 34 1002 - Displayed: 108 (10.8%) - BE#: 0 (0.0%) &&: Default

Figure 5: ARP A2 i} & 1% X,

4.4 LI 1P 5 1ICMP tiY
B R ARP B ek b, Rt —F AT IP BA ICMP E 8 Ahhk, AL Ping
MK o

4.4.1 1P HMYZEM
AR & xip.h PR T IP Kk3REH xip_hdr_t o

typedef struct _xip_hdr_t {

uint8_t hlen_ver; [/ BBAS (FEATL ) Fa sk EBR I (TRATZ)
uint8_t tos; // ARB-3£E

uintl6_t total_len; /] RAEAXE

uintle_t id; [/ #IR

uintle_t flags_fragment; // IEEFTRIS
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uint8_t ttl; // HFed)E

uint8 t protocol; [/ IR IEE

uintlé_t hdr_checksum; // SkEBIRBEFa

uint8_t src_ip[4]; // JRIP3tak

uint8 t dest_ip[4]; // Be9IPtik
} xip_hdr_t;

IP k3£ 20 79 (RSRT), KA KFHF T A hlen_ver TR 442k T IP MR
KF (IPva A 4), K442 RTRAFT ARG KIFKE GR/EKRIHN 5). protocol F
BAE =LAWL, A4 1 &7 ICMP, {84 6 &7 TCP,

I At Ho: P KR AR AARE ZIRM AR Ak, A xip.c:10-26 :

static uint16_t checksum(void *buf, uintl6_t len) {
uint32_t sum = 0;
uintlé_t *curr = (uintl6_t *)buf;

while (len > 1) {
sum += *curr++;
len -= 2;

}

if (len > @) {
sum += *(uint8 t *)curr;

}

uintl6_t high;

while ((high = sum >> 16) != @) {
sum = high + (sum & OXFFFF);

}

return ~((uint16_t)sum);

HERRIR R 16 23t 4T B, WA RKEGHEN, ReFtiardeil164z, K6
BB AT BV A g fr o AP H it R B, AR A 5%, R EIKF T SR MR IR T ik,

IP N (xip_in ): BT M AT, KA KE, KIf (Ti£), H AR protocol FH 5 K 4
EEW (40 ICMP) . BB, &4 IP €698 15 878 F xarp_update_from_ip ¥ #7 ARP % .

void xip_in(xnet_packet_t *packet) {
/] ... (A&EKEBFAUIRA)

// FAIPEE#ARPHE
xarp_update_from_ip(ip_hdr->src_ip, ether_hdr->src);

switch (ip_hdr->protocol) {

case 1: // ICMP
printf("[IP] Processing ICMP packet\n");
xicmp_in(packet, ip_hdr->src_ip, ether_hdr->src);
break;

1l ooc
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P ANA R ERINEIP RATRE A 4, KRAKEAL &%, B IPRIZE EHR A,
PR JE F) R TP € 649 Jf Xk A= LA K B 69 JR MAC bt 78 B xarp_update_from_ip 2 #7 ARP %,
X AP AL A 5 5] MLAMEAF IR A AL BB IP L A5 2 ARP & Ao KRB ARE T BF
¥AEO 9 R4 LRI,

IP #i i ( xip_out ): 78 A xarp_resolve k3R H 69 MAC ik, 4= % ARP %k P XA MAC #
Ab, W e AL K% ARP H K e ROTMAT, MABEBIUAKR RE,

void xip_out(xnet_packet_t *packet, const uint8 t *dest_ip) {
const uint8 t *mac_addr = xarp resolve(packet, dest_ip);
if (mac_addr) {
ethernet_out_to(XNET_PROTOCOL_IP, mac_addr, packet);
}

IP #y b /& 2238 id  xarp_resolve R SEIHAEFEAT. Z B A ARP £ P &K B AR IP 3
BT ) MAC 3 it, Jm R R BT MATH KX BN 4L = MAC ik, O 2B K
Fy mRAKRE NG ZERSR, FRFBOYHEL, FAE ARPH K. % ARP
"t N B|IART, update_entry AR A AN R EFARGKIES, FITIEMEE X4 EAT,
4.4.2 ICMP Hy eI

% 3T ICMP Echo Reply (Ping "R &) 1t

FABELEM . ICMP R K3 EM 2 U AE xicmp.h:10-17 P

typedef struct _xicmp_packet_t {

uint8_t type; // ICMP3&¢z
uint8 t code; // ICMPH %5
uintl6_t checksum; // #RB&Fa
uintle_t id; // IR
uintl6_t seq; /] H3)S

} xicmp_packet _t;

Echo Request #= Echo Reply 4R A% 1 48 ] 69 3k 3f4& X, £ F B X 5 # 4 : £A 8 &7 Echo
Request, £7! 0 &% Echo Reply. ##iR 4= 5 7|5 A T EBLIF K Fevh 2 4R, 2T Ping #2
Fot AR A B ) Ae K 6L R

ICMP #r A\ ( xicmp_in ): % %] XAl 1cMP_TYPE_ECHO_REQUEST (8) A94R AT, Ak XA A
ICMP_TYPE_ECHO_REPLY (0) 89¥f 2 4R L, J+Ei%£ 250k TP,

void xicmp_in(xnet_packet_t *packet, const uint8 t *src_ip, const uint8 t *src_mac)
{
Jl oo
if (req_icmp->type == ICMP_TYPE_ECHO_REQUEST) {
/) oo0o
xnet_packet_t *tx_packet = xnet alloc for send(ip_pkt_size);

[/ MIRIPkFaICMPk
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reply_icmp->type = ICMP_TYPE_ECHO_REPLY;
N ooo
ethernet_out to(XNET_PROTOCOL_IP, src_mac, tx_packet);

}

ICMP Echo Request &9 4L 3 A AL 6,5 VAT 7 ¥

1 UIE: BERLKERTHLICMP kAR DEK, BiERBALE EH

2. AR : A E ICMP £A F B A E A Echo Request (8)

R BIRIP A 192.168.43.146 B, A do_traceroute HEATHHHAZ L (AT
RIGIE <)

Mgl . HBLKFELEF R, HA IP K3 A2 ICMP k3

EAVHH: 3 ICMP £ A F BUK Echo Request (8) 1424 Echo Reply (0)

HhE T B IP K300 R kAo B 69k B 3% R ok 2 IR SLAY EAHIE
BieFait o EA T H IP k342 ICMP k36942 I Fo

RiFEer s BT AR B Feh RS R LS K T

XAPR TR ILT L Ping " Ak, ARAF X AL 95 7R AR &) Ping o 4, BRGE M 2%
B0 B

ek, ARAL L 6,4 T —A do_traceroute i dk, A TAEASFE XA TATPR HHRISE & Z
F AT traceroute TE G E A& X, AR ZAMND B9 TMAGERIREL, LERE
M. B XA B 69 ZHLEY TP Hedk,

il i Wireshark 1t & L5 1iE Ping i@ ) g2

4.5 MEHRINS MR IFIE

AR SEIGR AR 09 B3R M dadr 4, AAm S T

o« EHA (KAL) : IP 3t 192.168.43.70, iE4T xnet_tiny HrilA%

« IHB (BAREM) : IP hbH 192.168.43.146, EITARERIEZE %

e EZHGBLR —AWi-FiEAN&EE, A TR—ANARRA, TURAEE#T ZidfE. ¥
KM hth 192.168.43.1,

.

NSV
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CGHAEMMLL) EHhiRE

/[ IEFERHAR VirtualBox Host-Only Network
XD WEE MEV) G RO W) HFS) BIEY FEW) IEN #BEHH)
ADOAdS P RRE Qe>=E7 3 H o R

N icmp

No.

Ethernet II, Src: PCSSystemtec_2a:be:24 (08:00: 00 3c d9 bf 0@ @0 80 @1 e3 aa c@ a8 fe @3 S 192.168.254.

Time Source Destination Protocol  Length Info
9 11.510957 192.168.254.3 192.168.254.1 ICMP 74 Echo (ping)
10 11.511024 o o o o 74 Echo (ping)|
11 12.522490 .254. .254. 74 Echo (ping)
12 12.522549 192.168.254.1 192.168.254.3 74 Echo (ping)
14 13.538244 192.168.254.3 192.168.254.1 74 Echo (ping))
15 13.538314 192.168.254.1 192.168.254.3 74 Echo (ping)
17 14.553986 192.168.254.3 192.168.254.1 74 Echo (ping),
18 14.554062 192.168.254.1 192.168.254.3 74 Echo (ping) : o C T B -
31 26.848306 192.168.254.1 192.168.254.3 74 Echo (ping) ) 9 B 1< 1ms | TTL= )\
32 26.848426 192.168.254.3 192.168.254.1 74 Echo (ping)) 5 o 5 0 B <Ims 1
33 27.849697 192.168.254.1 192.168.254.3 74 Echo (ping), 54. = 2 Bf[a]<1ms| TTL=
34 27.849839 192.168.254.3 192.168.254.1 74 Echo Epingg Sk E 54.1 H 5 32 WA <1ms| TTL
36 28.852237 192.168.254.1 192.168.254.3 74 Echo (ping E 3 . o) o _
37 28.852376 192.168.254.3 192.168.254.1 74 Echo (ping) : . =< B 1A CLms | TTL
39 29.854673 192.168.254.1 192.168.254.3 74 Echo (ping)
40 29.854819 192.168.254.3 192.168.254.1 74 Echo (ping)

Ek =0 (0% %

B Windows PowerShell

Windows PowerShell
Mt FFH (C) Microsoft Corporation, {REFrEINF.

S EFE PowerShell httos://aka ms/pscore6

(base) PS C:\Users\63579>fping 192.168.254.3

HiE:
3 E]‘IEﬂ<lms
3 A /&) <1ms
Frame 9: 74 bytes on wire (592 bits), 74 bytes ©a 00 27 00 00 03 08 00 27 2a be 24 08 00 192.168.254.3 B 3 A 18 <1ms
3 i

B 192.168.254.
> 192.168.254.

Y |8 <lms TTL=128

Internet Protocol Version 4, Src: 192.168.254.: fe 01 68 00 4d 44 @0 61 00 17 61 62 63 64
Internet Control Message Protocol 67 68 69 6a 6b 6¢c 6d 6e 6f 70 71 72 73 74

77 61 62 63 64 65 66 67 68 69 -168. 254 3/

&i
{‘.rfzfﬂﬁﬁ'ﬂ]‘lﬂ(l« A
r%‘:‘ = Oms, | oms, ¥ = omg
(base) PS C:\Users\63579>

4, Bt =0 (0% EE),

Figure 6: 5% 1& 4 4 464 5 MK 30 5%

MR Ty ik

1.

ARP W 30K . /£ EHL A LI AT xnet_tiny 425, 7&}%/\@.— 10 #) K # —k ARP iF K&
16 ZHLB 9 MAC ik, i@ 1T Wireshark PN &L =T LAMLEL 2] ARP #F K Aevi 7 69 X L it 42,

Ping MiX: £ £HLB E4% A ping o 4 4L A K& ICMP Echo Request, E AL A &9}
W2 B 7R & Echo Reply. i@ id Wireshark I\ &, 7T LAZS4E ICMP Hh 3L 69 52 LI 74 14

%éﬂiﬁﬁimli%vﬁ.iﬁmA‘iﬁﬁﬂrﬁlﬁﬁ%imBé@W HEHE, MK HReEETA,
TLE R ARP F KA1 AT —%k, T 3485151L

%.% ARP MiX: WRAZFE B AN K E L% ARP 5K, 4f IP & RAMALH,

@i VA B GR ik, A@ISIE T ARP WL, IP W Ae ICMP Hh i 69 52 3L IE 34 P Fa o] S 1k,
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G EMRLL) F

(s

M{HE) FEE WAV G BIRO) HrA) SiHE) mIEY) AEW TR EHH)

ADA® LEBBE R3e2EF IE E ¢ i

| icmp

NO. 20urce pesunation Frotocol Length Into

13 9.118303 3 . 2 74 Echo (ping) request i seq=21/5376, ttl=128 (no re

28 14.002564 192.168.254.3 192.168.254.2 ICMP 74 Echo (ping) request seq=22/5632, ttl=128 (reply i
29 14.002586 2 . E] 74 Echo (ping) 1d=6x0081, seq=22/5632, ttl=64 (reques

36 14.002593 . . ) . 3 74 Echo (ping) reply 1d=6x0e01, seq=22/5632,

31 15.918208 192.168.254.3 192.168.254.2 IcvpP 74 Echo (ping) request 1d=@x@eel, seq=23/5888,

32 15.018228 192.168.254.2 192.168.254.3 ICcMP 74 Echo (ping) reply id=exeee1, seq=23/5888, ttl= in
33 15.018235 192.168.254.2 192.168.254.3 ICMP 74 Echo (ping) reply id=exeeel, seq=23/5888, ttl=64

36 16.933879 192.168.254.3 192.168.254.2 ICMP 74 Echo (ping) request id=exeeel, seq=24/6144, ttl=

37 16.033899 192.168.254.2 192.168.254.3 ICMP 74 Echo (ping) reply id=ex00el, seq=24/6144, =

38 16.833905 192.168.254.2 192.168.254.3 ICMP 74 Echo (ping) reply id=exeeel, seq=24/6144, ttl=64

3

Frame 29: 74 bytes on wire (592 bits), 74 bytes captured (592 bits) on interface \[ 0066 ©8 00 27 2a be 24 11 22 33 44 55 66 88 00 45

Ethernet II, Src: 11:22:33:44:55:66 (11:22:33:44:55:66), Dst: PCSSystemtec_2a:be:24 0@ 3c 60 01 00 @0 40 @1 fd 68 ce a8 fe @2 c@

Internet Protocol Version 4, Src: 192.168.254.2, Dst: 192.168.254.3 fe @3 @0 00 55 45 @0 @1 60 16 61 62 63 64 65

Internet Control Message Protocol 67 68 69 6a 6b 6¢c 6d 6e 6f 7@ 71 72 73 74 75
77 61 62 63 64 65 66 67 68 69

® E FEthernet (eth), 14 byte(s) 45348: 446 - Displayed: 10 (2.29

IP: 192.168.254.3

MAC: ©8:00:27:2A:BE:24

State: OK : () )r )
PS ( \Lsm s\tmt plnq 192 lbh 54,

learned¢f@nac addr: IET— Plng 192. 168. 254. 2 E‘ﬁ }2 57 E’J*ﬁﬁ
©8:00:27:2A:BE:24:C0:A8 i R .

KE 192.168. 254. EGEE F =32 Bf[A<lms TTL=
----ARP Table---- SEE 192, 168, 25 S i [E]<Ims TTL=64
IP: 192.168.254.3 KH 192. 16 == B [a]<1ms TTL=64

MAC: ©8:00:27:2A:BE:24
State: RESOLVING
IP: 192.168.254.3

MAC: ©8:00:27:2A:BE:24 &l 7 1% : 3, £k =
State: OK G IT?FIE’]TEEVI'EIT{EU HE

5 = Oms, i = Oms, F¥
oo PS C:\Users\tnct

Figure 7: ICMP Ping X 5% %

5 SEig B At

5.1 AR RS

KR FEIEKE T xnet_tiny AN, TERIT ARP X9 ST Ek, .45 ARP k69w
W45 E 32 ARP K869 K% . ARP vl & 693805 5 & 32, u&%%ﬁaﬂﬁ B9 E A ALF
i@ 1T Wireshark NELIRIE, A2 5 Ak 4% E 5% & i ARP 5 K, 47 B AR IP 89 MAC #uht, A
SE AR 2 H A £ LAY ARP 3F K.

woh, MEAERMES, FRLFIT IP Ea9im N d &2 A ICMP &9 Echo Reply #1 #% .
I AFAF PR TR AL AT X AL AR AT, L ARG K Ping &4, 309 T W25 R 09k b, KD
LERINT % ARP ARG EHE, X HRF4%EY S /\IPMACHHT
ARFERG T EZHRKE L0
J‘i&miifr- ARP &3k A A MRk 5% 3t, i@ i FREE. PENDING. RESOLVED =#}
ERERAEG AL, FNT AW RFHFT RS TR

2. AETEE s ht fFAT: BT KR O FAZHR], R T IEME X9 ARPHutfif4T. B IP B F &
K FE KA R MAC Hohk iy K AT, RIBO ARG 4L, 5 ARP MATZ ARG A 3 K %,
BT HFELER
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CHEMML) LRt

3. AN I AA: AL ARP R LA IP RN, A 353 K% 7 69 IP-MAC 445 & 47
ARP %, W'V T E£3 ARP #F K ¥, e TEEHKE

4. A EAAME R R AR FCRE X EAA R, RE 1R 3R X ER, £F
B AR GG DLT A RE AR AL ARAT, RN R T LR E 44

5. FH A EHLET NEFTF (Kg) e TN Fa94 4k, 831 swap_orderis
ERAT 16 ARG T LR, METHF 6 RER

6. BRIpAeit B FTAREW LRI ALk, BT IP k34 ICMP R L& 7 B 1e
iE, ST ORI EM

7. %.%% ARP: & Z % s a0 £3) K% %% ARP, @4 AAUIP #htfe MAC #eht, SSHLT
IP 46 M Ao W) 44 J6 31 % %7

8. 2AMEIE: ARP R I H 16 NERMWH KT, YR %A IP-MAC 4, &
BT % IhEBENER

B AKRER, TN WET S TCP/IPH KRG EM, LWERTRSHLE
AW EREBRKARITER, ABEF IR ELORMENNELT R,

5.2 VS REE

WA KR EI, RIENIZM T ARP W UE VA K W i81E P AMF RAE . MK E & A, ARP
W B R BH AR £ /2 kA4 (PENDING, RESOLVED) #8®UBR 5P EHRE
my (GefpdEe i) dEw X,

BEFRAARY, SRk ARPEIEAA T RANGINR—CERGRHN EHBEAF
Boie, AAGERT IPF R R, AN E AR 6 R I RAR 2] T HSDERT %
AR EARIEST M 89 50T B 8. B iL 45 & Wireshark I IAIXK, AL FWTICA 2] 4038
B R LRAZ, XAPEEERBEES T KMKIIE T KT HAH %A iRk R

W% B AR G B

ARP W89 3% AR T M AP a9 U E R 0. BARH £ MR N7, ARP WM R fE
BRHEB AT X — AR, TR ARG RE R A EHE, FFFARESH. LXK
REAFN NI, BAMKRWEPBIEANELIE AR, BRY T AL ENIFK, R
Jo Ak X TS m”, Ba8R AR AERTEGAKRR EEIT RGBT, @R
TR G B0 HINR BALE

YN

ERBIARAP, KEBDTIANARLAGFE A, AALAFTHF A, ARPIRL PO 1612 FHF
ZHERREFHR (K3%), T x86 ZHER VHFI R, LA#ITHSE, LARANEXTF
)RR, 1 ] #pragma pack(l) 54 FAfk ARP IR LMK E FHET], B RmiFRENALT
To RERKREETR L LM, ARP AN KREHRE 2/FmA 2, 457 Z A PENDING &
5 3| RESOLVED RA&R, oMK EAC G R IE 0L AL E 50 K%,

i@ 1T Wireshark &L 047, RAINT —NHBHIA L : BELEKE S/ ARP F K, 4o f
AAREMN T E, ARP FHRKASHER 1AW NRIBESE 3k, KRE1Fik, XX ITBET WL
WE, CARILT B0 H RS HIE,

Pt DL
ATFARARERWGEZE, FZINATANAT U7 @3T8t :
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1. ARP % % #) KR % SAT 5= IR B 8 £ 6920 EAME, TASIANLRU (RELR V1%
) Hik, 5 ARP RHFRAARRARAERNG KA, RAEEFTE

2. Gratuitous ARP 89 @ R #%: BT BT RELR ARP, TAZH (Le&la/Lo4r)
Ri#E—K, HIER% TP ARP £ B HEHRITKRE

3. ARP #3mF5 47 : T 3G 4 ARP i K a9 I iE A4, #ldntb & ARP v o & & 5iF K I,
7 1k ARP #k3m 3 &

4. Atz B 30 ARP 3 Ky &, F ¥ B 1] 3 St 3 8, AR T RS A Ae1E)

AL T

5. IPv6 X 4F: R A F 45 IPve 8941 & R I (NDP), SILTF —AK K& W89
Xk fR AT ) RE

BT AKRFE, KA EET ARPH A EARK, PETZHRLFAT el T ILTE H

R, B HFA /ARG R DB, XA T B4 R E 0 W&l (4

TCP. UDP) ARMNE WAL ITEHEA L5 Lo
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